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### KẾ HOẠCH

**Đào tạo và phát triển nguồn nhân lực an toàn thông tin**

**giai đoạn 2021-2025 trên địa bàn tỉnh Ninh Thuận**

Căn cứ Quyết định số 21/QĐ-TTg ngày 06/01/2021 của Thủ tướng Chính phủ về phê duyệt Đề án “Đào tạo và phát triển nguồn nhân lực an toàn thông tin giai đoạn 2021 - 2025”;

Căn cứ Quyết định số 212/QĐ-BTTTT ngày 19/02/2021 của Bộ Thông tin và Truyền thông ban hành Kế hoạch triển khai thực hiện Quyết định số 21/QĐ-TTg của Thủ tướng Chính phủ;

Ủy ban nhân dân tỉnh Ninh Thuận ban hành Kế hoạch triển khai thực hiện Quyết định số 21/QĐ-TTg của Thủ tướng Chính với các nội dung sau:

**I. MỤC ĐÍCH YÊU CẦU**

**1. Mục đích**

a) Tăng cường đào tạo, bồi dưỡng, phát triển đội ngũ nhân lực an toàn thông tin mạng góp phần bảo đảm an toàn thông tin và phòng, chống, giải quyết kịp thời các vấn đề về an toàn thông tin trên địa bàn tỉnh, góp phần triển khai thành công Chính quyền điện tử, xây dựng đô thị thông minh, Chương trình chuyển đổi số quốc gia, phát triển Chính phủ số, kinh tế số, xã hội số tại tỉnh Ninh Thuận.

b) Tổ chức quán triệt và triển khai đạt hiệu quả Quyết định số 21/QĐ-TTg; Quyết định số 2314/QĐ-UBND ngày 15/12/2021 của Ủy ban nhân dân tỉnh ban hành Đề án “Chuyển đổi số tỉnh Ninh Thuận giai đoạn 2021-2025, tầm nhìn đến năm 2030” và cụ thể là Kế hoạch số 6526/KH-UBND ngày 30/11/2021 của Ủy ban nhân dân tỉnh Ninh Thuận về Phát triển chính quyền số và bảo đảm an toàn thông tin mạng năm 2022.

 **2. Yêu cầu**

a) Xác định rõ các nội dung công việc, phân công trách nhiệm thực hiện rõ ràng, cụ thể; chủ động giải quyết kịp thời những khó khăn, vướng mắc trong quá trình thực hiện đảm bảo hoàn thành các nhiệm vụ đề ra.

b) Thực hiện chất lượng, hiệu quả các chương trình đào tạo, bồi dưỡng, phát triển nguồn lực an toàn thông tin.

c) Đổi mới hình thức, hoạt động đào tạo và phát triển nguồn lực an toàn thông tin một cách chủ động, hiệu quả nhằm hình thành đội ngũ chuyên gia bảo đảm an toàn an ninh thông tin mạng và hệ thống thông tin của các cơ quan Đảng, Nhà nước trên địa bàn tỉnh Ninh Thuận.

d) Khuyến khích huy động các nguồn lực hợp pháp ngoài ngân sách nhà nước để thực hiện Kế hoạch đào tạo và phát triển nguồn nhân lực an toàn thông tin giai đoạn 2021-2025 trên địa bàn tỉnh Ninh Thuận.

**II. NỘI DUNG THỰC HIỆN**

**1. Mục tiêu**

***1.1. Mục tiêu chung***

Phát triển đội ngũ nhân lực an toàn thông tin có đủ năng lực quản lý, vận hành, bảo đảm an toàn cho hệ thống thông tin của tỉnh; nâng cao kiến thức, kỹ năng an toàn thông tin cho cán bộ, công chức, viên chức, người lao động trong các cơ quan, tổ chức trên địa bàn tỉnh, góp phần nâng cao các chỉ số về an toàn thông tin, thúc đẩy triển khai thành công các nhiệm vụ chuyển đổi số của tỉnh.

***1.2. Mục tiêu cụ thể***

- Ít nhất 10 cán bộ công chức viên chức chuyên trách an toàn thông tin tại các đơn vị được đào tạo, bồi dưỡng trình độ từ đại học trở lên chuyên ngành an toàn thông tin.

- Trên 95% lãnh đạo, quản lý cấp sở, huyện được bồi dưỡng về kiến thức, nghiệp vụ và kỹ năng an toàn thông tin.

- 100% chuyên viên phụ trách về an toàn công nghệ thông tin tại các cơ quan được đào tạo, bồi dưỡng ngắn hạn về kiến thức, kỹ năng, kỹ thuật an toàn thông tin.

- Trên 80% cán bộ công chức viên chức trong các cơ quan, tổ chức được bồi dưỡng về kiến thức, kỹ năng an toàn thông tin của người dùng cuối.

**2. Nội dung**

a) Đào tạo ngắn hạn về an toàn thông tin theo hình thức tập trung, trực tuyến hoặc kết hợp giữa tập trung và trực tuyến về an toàn thông tin cho các cơ quan, tổ chức nhà nước; hỗ trợ các cơ quan, tổ chức Đảng, tổ chức chính trị - xã hội đào tạo, tập huấn về an toàn thông tin khi có đề nghị từ các cơ quan, tổ chức này

- Nội dung đào tạo ngắn hạn, tập huấn bao gồm:

+ Đào tạo, tập huấn quản lý, nghiệp vụ và kỹ năng cho đội ngũ lãnh đạo, quản lý.

+ Đào tạo nâng cao kiến thức, kỹ năng, kỹ thuật an toàn thông tin cho đội ngũ nhân lực an toàn thông tin; đội ngũ quản trị, vận hành và bảo đảm an toàn thông tin cho các hệ thống thông tin dùng chung của tỉnh; thành viên đội ứng cứu sự cố an toàn thông tin tỉnh Ninh Thuận theo Quyết định số 1258/QĐ-UBND ngày 09/8/2019 của Ủy ban nhân dân tỉnh và cán bộ kỹ thuật Trung tâm Công nghệ thông tin và Truyền thông. Chú trọng các chương trình đào tạo, tập huấn, chương trình diễn tập thực chiến theo chuẩn kỹ năng, khung chương trình, yêu cầu do Bộ Thông tin và Truyền thông ban hành.

+ Đào tạo tập huấn kiến thức, kỹ năng an toàn thông tin của người dùng cho các cán bộ, công chức, viên chức và người lao động có sử dụng thiết bị công nghệ thông tin.

+ Bồi dưỡng về kiến thức, kỹ thuật an toàn thông tin cho các thành viên Ban Chỉ đạo Chuyển đổi số của tỉnh theo Quyết định số 352-QĐ/TU ngày 18/6/2021 của Ban Thường vụ tỉnh ủy thành lập Ban Chỉ đạo của tỉnh về Chuyển đổi số tỉnh Ninh Thuận.

- Phối hợp với Cục An toàn thông tin - Bộ Thông tin và Truyền thông và các đơn vị liên quan xây dựng hệ thống, chương trình, tài liệu để phục vụ kiểm tra, đánh giá năng lực an toàn thông tin trong quá trình đào tạo. Lựa chọn một số cán bộ có kết quả học tập tốt để tham gia thi lấy chứng chỉ quốc tế.

b) Lựa chọn cán bộ, công chức của các cơ quan, đơn vị đang được giao nhiệm vụ quản lý, vận hành các hệ thống thông tin của các cơ quan Đảng, Nhà nước để tổ chức đào tạo chuyên sâu và thường xuyên đào tạo, cập nhật về kỹ năng, kỹ thuật an toàn thông tin và nghiệp vụ công nghệ thông tin nâng cao; đào tạo theo hình thức thực tập thực tế, tại chỗ, tổ chức đào tạo ngắn hạn, cập nhật công nghệ, nâng cao kiến thức, kỹ năng ATTT ở nước ngoài.

c) Chuẩn hóa kỹ năng an toàn thông tin trong các cơ quan, tổ chức

- Xây dựng, ban hành quy định chuẩn kỹ năng về an toàn thông tin, tiêu chuẩn, tiêu chí, yêu cầu chuyên môn, nghiệp vụ an toàn thông tin cho cán bộ chuyên trách về an toàn thông tin và công nghệ thông tin nhằm chuẩn hóa và nâng cao chất lượng nguồn nhân lực an toàn thông tin trong các cơ quan, tổ chức theo hướng dẫn của Bộ Thông tin và Truyền thông; phối hợp với tổ chức hoạt động kiểm tra, đánh giá năng lực an toàn thông tin đối với cán bộ kỹ thuật, quản lý về an toàn thông tin và công nghệ thông tin trong các cơ quan, tổ chức.

- Nghiên cứu, lồng ghép nội dung đào tạo, bồi dưỡng về an toàn thông tin vào các chương trình đào tạo, bồi dưỡng theo vị trí việc làm đối với cán bộ, công chức, viên chức đảm bảo phù hợp với quy định hiện hành và tình hình thực tế của địa phương.

d) Đào tạo kiến thức, kỹ năng an toàn thông tin cho các tổ chức, cá nhân

- Các tổ chức, đơn vị quản lý, vận hành các hạ tầng thông tin quan trọng như viễn thông, Internet, trung tâm dữ liệu và các hệ thống thông tin quan trọng phải chú trọng và thường xuyên đào tạo, phát triển đội ngũ nhân lực an toàn thông tin tại chỗ. Ưu tiên tổ chức các khóa đào tạo theo chuẩn kỹ năng, khung chương trình, tiêu chí, yêu cầu chuyên môn, nghiệp vụ an toàn thông tin do Bộ Thông tin và Truyền thông ban hành và các chương trình đào tạo an toàn thông tin theo các chứng chỉ quốc tế và thi lấy chứng chỉ quốc tế.

- Khuyến khích các doanh nghiệp theo nhu cầu thực tiễn thường xuyên tổ chức các chương trình đào tạo: về kỹ năng, kỹ thuật an toàn thông tin cho cán bộ kỹ thuật an toàn thông tin và công nghệ thông tin; về kiến thức quản lý, nghiệp vụ và kỹ năng an toàn thông tin cho đội ngũ lãnh đạo, quản lý; về kiến thức, kỹ năng an toàn thông tin của người dùng cho các cán bộ, viên chức và người lao động có sử dụng thiết bị công nghệ thông tin khi làm việc trong các cơ quan, tổ chức.

e) Thời gian và hình thức thực hiện: Hàng năm Sở Thông tin và Truyền thông chủ trì, phối hợp với đơn vị liên quan tổ chức, triển khai các hội nghị, hội thảo, khóa, lớp bồi dưỡng, tập huấn, diễn tập về an toàn thông tin.

**3. Nguồn kinh phí thực hiện**

- Từ nguồn ngân sách nhà nước bố trí trong dự toán được cấp có thẩm quyền giao hàng năm cho các cơ quan, đơn vị và các nguồn kinh phí hợp pháp khác.

- Huy động từ các nguồn tài trợ, đóng góp kinh phí ngoài ngân sách theo quy định của pháp luật để triển khai thực hiện Kế hoạch.

- Việc lập dự toán kinh phí do các cơ quan, đơn vị được phân công nhiệm vụ chủ trì chủ động xác định trong quá trình lập kế hoạch cụ thể để triển khai thực hiện các nhiệm vụ được giao.

**III. TỔ CHỨC THỰC HIỆN**

**1. Sở Thông tin và Truyền thông**

- Chủ trì, phối hợp với các đơn vị có liên quan tổ chức triển khai Kế hoạch này; hướng dẫn các cơ quan, tổ chức xây dựng kế hoạch hằng năm để triển khai thực hiện các nội dung trong Kế hoạch; tổng hợp thông tin, số liệu về tình hình, kết quả thực hiện Kế hoạch.

- Chủ trì, phối hợp với các đơn vị có liên quan triển khai thực hiện điểm a, b, c khoản 2 Mục II của Kế hoạch này.

**2. Sở Giáo dục và Đào tạo**

- Chỉ đạo tổ chức triển khai đào tạo kiến thức, kỹ năng cơ bản về an toàn thông tin trong các cơ sở giáo dục.

- Hằng năm tổng hợp số liệu tuyển sinh, tốt nghiệp và tình hình đào tạo về an toàn thông tin của các cơ sở đào tạo gửi Sở Thông tin và Truyền thông tổng hợp.

**3. Sở Nội vụ:** Phối hợp với Sở Thông tin và Truyền thông và các cơ quan có liên quan tham mưu triển khai thực hiện nội dung thứ 2 điểm c khoản 2 Mục II của Kế hoạch này.

**4. Sở Tài chính:** Phối hợp với Sở Thông tin và Truyền thông, Sở Nội vụ và các đơn vị có liên quan tham mưu Ủy ban nhân dân tỉnh trình cấp có thẩm quyền bố trí kinh phí triển khai thực hiện kế hoạch này theo quy định của Luật ngân sách nhà nước, đúng chế độ, chính sách quy định và phù hợp với khả năng cân đối ngân sách địa phương hàng năm theo phân cấp ngân sách nhà nước hiện hành.

**5. Các Sở, ban, ngành, cơ quan** **cấp tỉnh, Ủy ban nhân dân các huyện, thành phố**

- Ưu tiên bố trí kinh phí để triển khai đào tạo về an toàn thông tin; bố trí kinh phí và cử cán bộ tham gia các khóa đào tạo ngắn hạn về an toàn thông tin theo thông báo của Sở Thông tin và Truyền thông.

- Chủ trì, phối hợp với Sở Thông tin và Truyền thông và các cơ sở đào tạo về an toàn thông tin có uy tín để xây dựng, tổ chức triển khai đào tạo, nâng cao năng lực cho cán bộ kỹ thuật, cán bộ quản lý và người sử dụng thiết bị công nghệ thông tin, ứng dụng công nghệ thông tin thuộc cơ quan, địa phương.

**6. Đề nghị Mặt trận Tổ quốc Việt Nam và các đoàn thể chính trị - xã hội tỉnh:** Theo chức năng, nhiệm vụ phối hợp với các đơn vị liên quan triển khai công tác tuyên truyền các nhiệm vụ đào tạo và phát triển nguồn lực an toàn thông tin, giới thiệu và tạo điều kiện công chức, viên chức tham gia các khóa đào tạo ngắn hạn về an toàn thông tin theo quy định.

Căn cứ nội dung Kế hoạch, các cơ quan, đơn vị, địa phương nghiêm túc triển khai thực hiện; hằng năm ***(trước ngày 15/12)*** báo cáo kết quả thực hiện về Sở Thông tin và Truyền thông để tổng hợp, báo cáo theo quy định./.
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